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3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

network slice: Defined in 3gpp TS 23.501 v1.4.0 [3].

network slice instance: Defined in 3GPP TS 23.501 V1.4.0 [3].

network slice subnet: a representation of the management aspects of a set of Managed Functions and the required resources (e.g. compute, storage and networking resources).

network slice subnet instance: an instance of Network Slice Subnet representing the management aspects of a set of Managed Function instances and the used resources (e.g. compute, storage and networking resources).


Service Level Specification: a set of service level requirements associated with a Service Level Agreement to be satisfied by a network slice instance
Note: 
Network Slice Subnet Information Object Class describes the structure (i.e. contained components and connectivity between them) and configuration of a network slice subnet, as well as network capability.
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3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

CSC
Communication Service Customer

CSP
Communication Service Provider

DN
Data Network

MNO
Mobile Network Operator

NOP
Network Operator

NSaaS
Network Slice as a Service

NSaasC
Network Slice as a Service Customer

NSaaSP
Network Slice as a Service Provider

NSC
Network Slice Customer

NSI
Network Slice Instance

NSP
Network Slice Provider

NSS
Network Slice Subnet

NSSI
Network Slice Subnet Instance


SLA
Service Level Agreement

SLS
Service Level Specification
TN
Transport Network
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4.1.3
Communication services using network slice instances
As an example, a variety of communication services instances provided by multiple NSI(s) are illustrated in the figure 4.1.3.1. Figure 4.1.3.1 is only for illustrative purposes to highlight the combination and relationship of Communication Services to Network Slices without depicting any UE. An actual network slice deployment offering communication services to UEs will need to comply with the 5G system architecture defined in TS 23.501 [3] and TS 38.401 [4].
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Figure 4.1.3.1: A variety of communication services instances provided by multiple NSIs

Figure 4.1.3.1 illustrates the relationship between instances of Communication Services, instances of Network Slices, and instances of Network Slice Subnets:

-
NSSI AN-1 and NSSI AN-2 each contain distinct sets of instances of AN NFs. NSSI CN-1, NSSI CN-2 and NSSI CN-3 each contain distinct sets of instances of CN NFs. The TN supporting connectivity facilitates the communication between CN and AN NFs. NSSI A combines NSSI AN-1 with NSSI CN-1 and corresponding TN connectivity. NSSI B combines NSSI AN-2 and NSSI CN-2 and corresponding TN connectivity. NSSI C combines NSSI AN-2 with NSSI CN-3 and corresponding TN connectivity. The NSSI AN-2 is shared between NSSI B and NSSI C, while NSSI AN-1 is dedicated to NSSI A.

-
NOP offers NSSI A as a Network Slice instance NSI A, in this relationship NSI A represents NSSI A with associated Service Level Specification (SLS). NOP also offers NSSI B as NSI B and NSSI C as NSI C. The SLS of NSI A satisfies the service requirements of Communication Service Instance 1 and Communication Service Instance 2. The SLS of NSI B satisfies the service requirements of Communication Service Instance 2. The SLS of NSI C satisfies the service requirements of Communication Service Instance 3.

-
The Communication Service Instance 1 is supported by NSI A. The Communication Service Instance 2 may be supported by either NSI A or NSI B. The Communication Service Instance 3 is supported by NSI C.
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4.1.5
NSI Lifecycle and relationship to service instances
An NSI may support multiple service instances if it satisfies their service level requirements or has been modified to support these requirements. When a service instance is to be supported, it may trigger an operation phase of the NSI lifecycle for activation or modification(s) of an existing NSI, or it may trigger a commissioning phase of the NSI lifecycle for creation of a new NSI. When a service instance no longer needs to be supported by an NSI, it may trigger an operation phase of the NSI lifecycle for de-activation or modification(s) of an existing NSI, or it may trigger a decommissioning phase of the NSI lifecycle for termination of an existing NSI.
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4.1.6
Network Slice as a Service (NSaaS)
Network Slice as a Service (NSaaS) can be offered by a CSP to its CSC in the form of a service. This service allows CSC to use the network slice instance as the end user or optionally allows CSC to manage the network slice instance as manager via management interface exposed by the CSP. In turn, these CSC can play the role of CSP and offer their own services (e.g. communication services) on top of the network slice instance obtained from the CSP. For example, a network slice customer can also play the role of NOP and could build their own network containing the network slice obtained from the CSP as a "building block". In this model, both CSP offering NSaaS and CSC consuming NSaaS have the knowledge of the existence of network slice instances. Depending on service offering, CSP offering NSaaS may impose limits on the NSaaS management capabilities exposure to the CSC, and the CSC can manage the network slice instance according to NSaaS management capabilities exposed and agreed upon limited level of management by the CSP.

The NSaaS offered by the CSP could be characterized by certain properties (capabilities to satisfy service level requirements), e.g.

- 
radio access technology,

-
 bandwidth,

- 
end-to-end latency,

-
 reliability,

- 
guaranteed / non-guaranteed QoS,

- 
security level, etc.

Figure 4.1.6.1 illustrates some examples on how network slices can be utilized to deliver communication services, including Network Slice as a Service. For simplicity this figure omits the details of how NFs are being managed and does not show their groupings into NSSI:

a)
A Network Slice as a Service is provided to CSC-A by CSP-A. Unlike the communication service delivered to end customers, in NSaaS, the offered service is the actual network slice.

b)
CSC-A can use the network slice obtained from CSP-A to support own Communication Services or may add additional network functions to the obtained NSaaS and offer the resulting combination as a new network slice to CSP-B. In this case, CSC-A plays the role of NOP-B and builds his own network. The Network Slice obtained by CSC-A from CSP-A becomes a "building block" or an NSSI of CSC-A in its role of NOP-B. The NOP-B (a.k.a. CSC-A) combines this NSSI with other NSSIs and offers the new NSSI as Network Slice to CSP-B
c) 
CSP-B can use the network slice obtained from CSC-A / NOP-B to deliver Communication Services to its end customers (as CSC-B).

[image: image3]
Figure 4.1.6.1: Examples of Network Slice as a Service being utilized to deliver communication services to end customers
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4.1.7
Network Slices as NOP internals  

In the "Network Slices as NOP internals" model, network slices are not part of the CSP service offering and hence are not visible to CSCs. However, the NOP, to provide support to communication services, may decide to deploy network slices, e.g. for internal network optimization purposes. This model allows CSC to use the network as the end user or optionally allows CSC to monitor the service status (assurance of the SLA associated with the internally offered network slice).
The CSP should be able to provide the service status information (e.g. service performance, fault information, traffic data, etc) to CSC via the management exposure interface. 
Figure 4.1.7.1 illustrates an example on how network slices can be utilized to deliver communication services:

a)
A network slice is used as NOP internal, and CSP delivers communication services to end customers (CSC).
b)
The CSC should be able to monitor the network and service status information (e.g. service performance, fault information, traffic data, etc.) provided by CSP.

[image: image4]
Figure 4.1.7.1: Examples of network slice as NOP internals
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4.3.2
Preparation

In the preparation phase the NSI does not exist. The preparation phase includes network slice design, network slice capacity planning, on-boarding and evaluation of the network functions, preparing the network environment and other necessary preparations required to be done before the creation of an NSI.
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4.4.1
General

From a management point of view a network slice instance is complete in the sense that it includes all the managed function instances, with their supporting resources, to provide a certain set of communication services to serve a certain business purpose. In other words, the network slice instance is complete because it completely satisfies the associated SLS.
The following concepts are related to network slicing management:

a. 
Services which are supported by network slice instances (services who's service level requirements are satisfied by the SLS associated with the network slice instances) 

b.
 Network Slice Subnet instances and networks composed of PNF, VNF or both and offered as Network Slice instances
c. 
Network function (PNFs, VNFs) grouped into Network Slice Subnet instances
d. 
Resources which support the network (e.g. virtualized resource, non-virtualized resource)
The management aspects of the network slice instance are represented by management of the CN part, and AN part which are directly managed by the 3GPP management system, and management of non-3GPP part which is not directly managed by the 3GPP management system. The non-3GPP part includes TN parts. The 3GPP management system provides the network slice requirements to the corresponding management systems of those non-3GPP parts, e.g. the TN part supports connectivity within and between CN and AN parts. For the TN part, the 3GPP management system provides the TN topology requirements and individual TN links' QoS attributes requirements to the TN management system.

The 3GPP management system maintains the network topology and the related QOS requirements. 
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Figure 4.4.1.1: Example of an NSI
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4.5
Network slice subnet concepts
The Network Slice Subnet Instance (NSSI) represents a group of network function instances (including their corresponding resources) that form part or complete constituents of a Network Slice Instance (NSI). The grouping of the network functions allows the management of each group of network functions to be conducted independently of the network slice instance. 
The Network Slice Subnet concepts include the following aspects:

-
An NSSI constituent may include Managed Function(s) and other constituent NSSI(s).

-
An NSSI may be shared by two or more NSIs, this is called a shared constituent of NSI. This sharing may be direct or indirect. The direct sharing implies that the NSSI is offered as NSI multiple times. The indirect sharing implies that the NSSI is either a constituent of a NSSI shared by two or more NSIs, or is shared by two or more NSSI(s) which are in turn offered as different NSIs. 
-
An NSSI may be shared by two or more NSSI(s), this is also called a shared constituent of NSSI. The sharing may be direct or indirect. The direct sharing implies that NSSI is a constituent of two or more NSSIs. The indirect sharing implies that NSSI is a constituent of a shared NSSI.
-
An NSSI that is dedicated to one NSI and is not shared as a constituent by two or more NSSI(s) is called a non-shared NSSI.
-
An NSSI may contain instances of CN Managed Functions only, or instances of AN Managed Functions only, or any combination thereof.

-
An NSSI may additionally have information representing a set of links with capacities to provide connection between managed functions. This information is also known as TN requirements of the NSSI.
-
The resources used, and whose management aspects are represented by an NSSI comprise physical and logical resources. In case of virtualization, virtualized resources may be used.
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4.6
Slice profile concepts

The network slice subnet instance has an associated set of requirements (e.g. those derived from communication service requirements) that are applicable to the NSSI constituents, such set is called Slice Profile. TN requirements (e.g. set of QoS attributes for the links interconnecting NSSI constituent MFs) is an example of requirements that may be included in the Slice Profile. The slice profile may be common (applicable to all NSSI constituents, regardless of their types) or specific (applicable to only AN MF or only to CN MF NSSI constituents).
	11th Modified Section


5.4.1
Network slicing supporting communication services
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	A communication service provider (CSP) uses the network slicing service provided by operator to offer communication services to end users.
	

	Actors and Roles
	A CSP request a NOP to provide a network slice instance
	

	Telecom resources
	3GPP management system
	

	Assumptions
	N/A
	

	Pre-conditions
	The CSP and the operator negotiate and sign the communication service requirements contract a.k.a. Service Level Agreement (SLA).
	

	Begins when 
	The CSP declares communication service(s) requirements to the operator. These requirements are called Service Level Specification (SLS). The operator triggers the NSI preparation phase which includes the on-boarding and verification of network function products, feasibility check, preparing the necessary network environment, which are used to support the lifecycle of NSIs and any other preparations that are needed in the network.
	

	Step 1 (M)
	Based on the SLS (e.g. coverage area, number and distribution of users, traffic demand, mobility, latency, etc.), the operator prepares the corresponding NSI.
	

	Step 2 (M)
	After the NSI preparation phase, the operator triggers the deployment of an NSI.
1)
If the CSP plans to operate services across multiple operators' administrative domains, this may require cross-country operations. The operator management system will perform cross-domain collaboration with the management systems from other administrative domains for NSI deployment.
2)
If customization of TN is required, the operator management system and TN management system will first cooperate on network planning of TN. 
3)
The operator management system performs overall mapping and coordination among different technical domains in order to provide the end-to-end services via the NSI. If CSP uses the NSaaS provided by operator to offer multiple communication services to end users, related operations (e.g., performance monitoring) are performed considering requirements for each communication service.
	

	Step 3 (O)
	If requested, the operator provides management data of the NSI to the authorized CSP according to the communication service requirements. 
Examples of management data that could be provided to CSP include service availability and reliability, UE traffic information, etc.
	

	Ends when
	The operator maintains the NSI during the lifecycle of the NSI. 
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The NSI(s) is provided by the operator to the CSP to support one or more communication services.
	

	Traceability
	REQ-3GPPMS-CON-01, REQ-3GPPMS-CON-02, REQ-3GPPMS-CON-03, REQ-3GPPMS-CON-04, REQ-3GPPMS-CON-05, REQ-3GPPMS-CON-07, REQ-3GPPMS-CON-08, REQ-3GPPMS-CON-09, REQ-3GPPMS-CON-10, REQ-3GPPMS -CON-28, REQ-3GPPMS -CON-29
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